**Безопасность в Интернете**

**1**

**По горизонтали:**

4

3

3

2

1. Квалифицированный ИТ-специалист, который разбирается в работе компьютерных систем. Понятие используется для определения сетевых взломщиков, создателей компьютерных вирусов.

4

2

1

1

1. Механизм защиты, преобразующий информацию в нечитаемый формат, для расшифровки которого требуется знание ключа.

5

5

1. Вредоносная программа, маскирующаяся под известную; часто предоставляет злоумышленнику возможность удаленного управления компьютером; может применяться для реализации атаки на данные или системы. Не распространяется самостоятельно.

6

1. Вредоносная программа, способная к самостоятельному копированию и распространению в Интернете с помощью программ электронной почты или прочих транспортных средств.
2. Одна или несколько программ, которые скрывают присутствие нежелательных приложений на компьютере, помогая злоумышленникам действовать незаметно.
3. Нежелательное почтовое сообщение, которое обычно рассылается по многим случайно выбранным адресам и содержит рекламу продуктов или услуг.

**По вертикали:**

1. Некоторая защищенная антивирусом область, которая позволяет понаблюдать за действиями файла, а также за работой программ и операционной системы в отсутствии этого файла на прежнем месте.
2. Вид интернет-мошенничества, целью которого является получение доступа к конфиденциальным данным пользователей — логинам и паролям.
3. Программа, проверяющая поступающий на компьютер контент из локальной сети или из интернета на наличие вредоносных программ и кода.
4. Графическое изображение рекламного характера, аналогичное рекламному модулю в прессе.
5. Программа в целом способная к размножению и заражению файлов, программ и компьютерных систем.

**Безопасность в Интернете**

**2**

**По горизонтали:**

4

3

3

2

1. Квалифицированный ИТ-специалист, который разбирается в работе компьютерных систем. Понятие используется для определения сетевых взломщиков, создателей компьютерных вирусов.

4

2

1

1

1. Механизм защиты, преобразующий информацию в нечитаемый формат, для расшифровки которого требуется знание ключа.

5

5

1. Вредоносная программа, маскирующаяся под известную; часто предоставляет злоумышленнику возможность удаленного управления компьютером; может применяться для реализации атаки на данные или системы. Не распространяется самостоятельно.

6

1. Вредоносная программа, способная к самостоятельному копированию и распространению в Интернете с помощью программ электронной почты или прочих транспортных средств.
2. Одна или несколько программ, которые скрывают присутствие нежелательных приложений на компьютере, помогая злоумышленникам действовать незаметно.
3. Нежелательное почтовое сообщение, которое обычно рассылается по многим случайно выбранным адресам и содержит рекламу продуктов или услуг.

**По вертикали:**

1. Некоторая защищенная антивирусом область, которая позволяет понаблюдать за действиями файла, а также за работой программ и операционной системы в отсутствии этого файла на прежнем месте.
2. Вид интернет-мошенничества, целью которого является получение доступа к конфиденциальным данным пользователей — логинам и паролям.
3. Программа, проверяющая поступающий на компьютер контент из локальной сети или из интернета на наличие вредоносных программ и кода.
4. Графическое изображение рекламного характера, аналогичное рекламному модулю в прессе.
5. Программа в целом.способная к размножению и заражению файлов, программ и компьютерных систем.

**Безопасность в Интернете**

**3**

**По горизонтали:**

4

3

3

2

1. Квалифицированный ИТ-специалист, который разбирается в работе компьютерных систем. Понятие используется для определения сетевых взломщиков, создателей компьютерных вирусов.

4

2

1

1

1. Механизм защиты, преобразующий информацию в нечитаемый формат, для расшифровки которого требуется знание ключа.

5

5

1. Вредоносная программа, маскирующаяся под известную; часто предоставляет злоумышленнику возможность удаленного управления компьютером; может применяться для реализации атаки на данные или системы. Не распространяется самостоятельно.

6

1. Вредоносная программа, способная к самостоятельному копированию и распространению в Интернете с помощью программ электронной почты или прочих транспортных средств.
2. Одна или несколько программ, которые скрывают присутствие нежелательных приложений на компьютере, помогая злоумышленникам действовать незаметно .
3. Нежелательное почтовое сообщение, которое обычно рассылается по многим случайно выбранным адресам и содержит рекламу продуктов или услуг

**По вертикали:**

1. Некоторая защищенная антивирусом область, которая позволяет понаблюдать за действиями файла, а также за работой программ и операционной системы в отсутствии этого файла на прежнем месте
2. Вид интернет-мошенничества целью которого является получение доступа к конфиденциальным данным пользователей — логинам и паролям
3. Программа, проверяющая поступающий на компьютер контент из локальной сети или из интернета на наличие вредоносных программ и кода
4. Графическое изображение рекламного характера, аналогичное рекламному модулю в прессе
5. Программа в целом способная к размножению и заражению файлов, программ и компьютерных систем.

**Безопасность в Интернете**

**4**

**По горизонтали:**

4
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3

2

1. Квалифицированный ИТ-специалист, который разбирается в работе компьютерных систем. Понятие используется для определения сетевых взломщиков, создателей компьютерных вирусов.

4

2
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1

1. Механизм защиты, преобразующий информацию в нечитаемый формат, для расшифровки которого требуется знание ключа.

5

5

1. Вредоносная программа, маскирующаяся под известную; часто предоставляет злоумышленнику возможность удаленного управления компьютером; может применяться для реализации атаки на данные или системы. Не распространяется самостоятельно.

6

1. Вредоносная программа, способная к самостоятельному копированию и распространению в Интернете с помощью программ электронной почты или прочих транспортных средств.
2. Одна или несколько программ, которые скрывают присутствие нежелательных приложений на компьютере, помогая злоумышленникам действовать незаметно .
3. Нежелательное почтовое сообщение, которое обычно рассылается по многим случайно выбранным адресам и содержит рекламу продуктов или услуг

**По вертикали:**

1. Некоторая защищенная антивирусом область, которая позволяет понаблюдать за действиями файла, а также за работой программ и операционной системы в отсутствии этого файла на прежнем месте.
2. Вид интернет-мошенничества, целью которого является получение доступа к конфиденциальным данным пользователей — логинам и паролям.
3. Программа, проверяющая поступающий на компьютер контент из локальной сети или из интернета на наличие вредоносных программ и кода.
4. Графическое изображение рекламного характера, аналогичное рекламному модулю в прессе
5. Программа в целом способная к размножению и заражению файлов, программ и компьютерных систем.